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1 Introduction

Biometric person recognition systems are cat-
egorized into identification systems and ver:-
fication systems. In verification systems, an
individual is recognized through a one-to-one
matching where his feature measurement is
compared directly to the template he declared.
Theoretically an imposter model is necessary
for each individual to complete such a match-
ing.

Though it seems that the topic of imposter
models has not yet attracted much attention,
several proposals do have been suggested in re-
searches on speaker verification and face recog-
nition. As a simple explanation about the topic,
we introduce three main existing imposter mod-
els below.

Generally, imposter models are built based
on a set of training samples. We assume that
our set contains N feature vectors from each of
M individuals, denoted by X;;,1 =1~ M,j =
1~ N.

a. Higgins Model[1]

The sth individual is described by his proba-
bility density function(pdf) pi(-), which is esti-
mated using the samples X;;,7 = 1 ~ N. The
likelihood (no longer a pdf) for the related im-
posters is then described by ‘

(X)= _max  pr(X), 1)
where X is an arbitrary measurement. The ver-
ification is implemented based on that if the ra-
tio Z: §) is greater than a threshold t.

b. Cohort Model[1]

Cohorts sometimes mean neighbors, but they
may also be selected randomly. Suppose the
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C cohorts of the ith individual are the ¢.th,
¢ = 1 ~ C individuals, then the pdf of the re-
lated imposters are obtained using p;_(-)’s. For
example, one solution is

1<
G(X) = = 5 pi(X). ®)
c==1

c. Global Model[2]

Global model builds the same imposter
model for all individuals. Usually it tries to de-
scribe the background distribution of the whole
populations. For example, the pdf of imposters
can be defined by a Gaussian function

¢i(X) = N(p, ), (3)

where, the mean p and the covariance X are
estimated using all X;;’s.

2 A New Proposal

By combining the original ideas of the existing
models, we can propose a new imposter model.

At first, the pdf’s for all individuals, p;(-},7 =
1 ~ M, are calculated. Usually they are as-
sumed to be Gaussian, and their means and co-
variance matrices are estimated by

1 N
pi = Z X (4)
J=1
and
1 & -
=y (K = p)(Xij — )", (5)
i=1
respectively.

According to the Bhattacharyya distance be-
tween two pdf’s[3], the K neighbors of the ith
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individual are obtained. They are denoted as
i,k =1~ K below.

To obtain the pdf for related imposters, three
parameters should be calculated. They are
called Average Imposter Radius(AIR), Average
Imposter Dispersal(AID) and Measurement-
dependent Imposter Orientation(MIO) respec-
tively.

A. AIR

AIR represents the statistical distance be-
tween an individual and his neighbors. It can
be defined by

111 M K N
AR === 305 > X —ml - (6)

or

where, b;;, is the Bhattacharyya distance be-
tween p;(-) and p;, (+).

B. AID

AID represents the statistical covariance of
all neighbors. It can be defined by

11 M K
1==1 k=1

C. MIO

As indicated in Figure 1, when ¢ represents
the 7th individual, L; the circle with radius
AIR, and X the measurement, the mean po-
sition of the related imposters is decided at the
cross point z of line 1X and circle ;. Finally,
the imposter model with respect to the ith in-
dividual and the measurement X is described
by a pdf with mean z and covariance AID.

In practice, how to decide the number of
neighbors K is a problem. A general consid-
eration is to calculate the relation between X
and the verification error based on the known
samples. It is investigated in our experiments.

Otherwise, it should be noted that since AT D
are described as a diagonal matrix in many
recognition algorithms, the calculation of im-
poster pdf then can be executed according to
independent, features.

3 Experiments

The experiments are designed for face verifica-
tion. Based on the concept of eigenface, the

(b) X is inside L;

Figure 1: An example of M IO

proposed imposter model is compared to the
mentioned three existing models with respect
to 100 individuals and about 90 face images per
individual.

In nature the problem of imposter models
concerns the effect of sample size. So it reflects
some essential but very difficult aspects of bio-
metric person verification[4].
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