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Abstract  When a PC which the connection is not being granted the permission is connected with an in-house network, a 

malicious user might thieve private information, even if a user not malicious, confusion might be caused by the virus. 

Therefore, some technologies that detect unapproved PC connection in the network as the MAC addresses of all connected 

PC are registered beforehand are developed. However, there is a problem that it is possible to escape from detection by using 

NAT (Network Address Translator), and the NAT detection technology is necessary to prevent this. We arrange the problem 

concerning the NAT detection using IPid in this text, and we propose a technique for overcoming them. In addition, we 

evaluate the number of observations of packets and the correct answer rate of the NAT judgment by the simulation. 
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