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Overview of the Renegotiation between EU and the United States
after Schrems II decision (CJEU Case C - 311/18)

YOICHIRO ITAKURA"> MAYU TERADAZ

The Schrems II decision (CJEU Case C - 311/18) contains important content to nullify the adequacy decision on the EU-US
privacy shield, which clearly has a significant impact on data transfer between the United States and EU. In this paper, the
situation for the renegotiation of the EU and the United States which will be carried out in future is outlined.
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Opening remarks by Vice-President Jourova and
Commissioner Reynders at the press point following the

judgment in case C-311/18 Facebook Ireland and Schrems|[3]

Vice-President Jourova

The Court of Justice declared the Privacy Shield decision
invalid, but also confirmed that the standard contractual clauses
remain a valid tool for the transfer of personal data to processors

established in third countries.

This means that the transatlantic data flows can continue, based
on the broad toolbox for international transfers provided by the
GDPR, for instance binding corporate rules or Standard
Contractual Clauses.

In its judgment today, the Court of Justice of the European

Union once again underlined that the right of European citizens
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to data protection is absolutely fundamental.
It confirms also what the Commission has said many times and
what we have been working on: When personal data travels

abroad from Europe, it must remain safe.

I know citizens and businesses are seeking reassurance today on
both sides of the Atlantic. So let me be clear: we will continue

our work to ensure the continuity of safe data flows.

We will do this:

in line with today's judgment

in full respect of EU law

and in line with the fundamental rights of citizens.

We strongly believe that in the globalised world of today, it is
essential to have a broad toolbox for international transfers

while ensuring a high level of protection for personal data.

We are not starting from scratch. On the contrary, the
Commission has already been working intensively to ensure that
this toolbox is fit for purpose, including the modernisation of the
Standard Contractual Clauses.

Didier will provide you with more details on this work.

We will now swiftly finalise it, also in consultation with the
European Data Protection Board or Data Protection Authorities.
Today's ruling provides further valuable guidance for us and we

will make sure that the updated tool will be fully in line with it.

We have also regularly monitored the implementation of the
Privacy Shield and published annual reports where we identified
both positive aspects and certain deficiencies.

Finally, we will be working closely with our American
counterparts, based on today's ruling. Both Didier and I have
been in contact with U.S. Commerce Secretary Wilbur Ross in
the past days.

I see this an opportunity for the European Union to continue the
dialogue with our American partners;

and I see it as an opportunity to engage in solutions that reflect
the values we share as democratic societies.

We now need some time to look in detail at this ruling, but our
priorities are very clear:

One: Guaranteeing the protection of personal data transferred
across the Atlantic;

Two: Working constructively with our American counterparts
with an aim of ensuring safe transatlantic data flows.

Three: Working with the European Data Protection Board and
national data protection authorities to ensure our international

data transfer toolbox is fit for purpose.

Commissioner Reynders
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I would just like to add a few words as Commissioner for
Justice, because in such a capacity, it is both my duty and my
firm commitment to ensure respect of rule of law as well as the
protection of personal data of EU citizens.

I'm very attached to the rule of law. This starts here, in Brussels,
in the European institutions: we will do everything that will be
necessary to comply with the decision of our highest court.
Respect for rule of law is not limited to Brussels or to this side
of the Atlantic. There is a shared commitment with our US
counterparts to respect the rule of law and protect citizens'
fundamental rights as these are fundamental values for our
democratic societies.

It goes without saying that we need time, a bit more than a
couple of hours, to analyse the judgment in more detail and
carefully assess its implications and next steps.

Meanwhile, I would just like to make two short remarks.

First, I welcome the fact that the Court confirmed the validity of
our Decision on Standard Contractual Clauses.

We have been working already for some time on modernising
these clauses and ensuring that our toolbox for international data
transfers is fit for purpose.

Standard Contractual Clauses are in fact the most used tool for
international transfers of personal data and we wanted to ensure

they can be used by businesses and fully in line with EU law.

We are now advanced with this work and we will of course take
into account the requirements of judgement.

We will work with the European Data Protection Board, as well
as the 27 EU Member States. It will be very important to start
the process to have a formal approval to modernise the Standard
Contractual Clauses as soon as possible. We have been in an
ongoing process about such a modernisation for some time, but
with an attention to the different elements of the decision of the
Court today.My second point: The Court has invalidated the
Privacy Shield. We have to study the judgement in detail and
carefully assess the consequences of this invalidation.

I have already spoken, like our Vice-President Vera Jourova,
with our U.S. counterparts this week. But we have started since
some time to discuss about the way forward. It was the case for
the first time during the first transatlantic bilateral dialogue in
December last year with the Attorney General William Barr, and
we will continue to work on it. We will be in contact also in the
coming days and look forward to working constructively with
them to develop a strengthened and durable transfer mechanism.
There are some contacts for the next days, and tomorrow,
normally we will have a contact with Wilbur Ross to discuss

about the way forward.
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In the meantime, transatlantic data flows between companies

can continue using other mechanisms for international transfers
of personal data available under the GDPR.

We will work together with the national data protection to

ensure a swift and coordinate response to the judgement. This is

essential to provide European citizens and businesses with legal

certainty.

And again, we are in contact with all the different partners to see

how it is possible to go forward. But of course we will now

analyse in detail the decision of the Court and we are committed

to putting into place all the necessary measures to implement the

decision of the Court.
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U.S. Secretary of Commerce Wilbur Ross Statement on
Schrems II Ruling and the Importance of EU-U.S. Data
Flows|[8]

FOR IMMEDIATE RELEASE

Thursday, July 16, 2020

Office of Public Affairs

Today, U.S. Secretary of Commerce Wilbur Ross issued the
following statement on the July 16 ruling by the Court of Justice

of the European Union in the Schrems 11 case.

“While the Department of Commerce is deeply disappointed
that the court appears to have invalidated the European
Commission’s adequacy decision underlying the EU-U.S.
Privacy Shield, we are still studying the decision to fully
understand its practical impacts,” said Secretary Wilbur Ross.
“We have been and will remain in close contact with the
European Commission and European Data Protection Board on
this matter and hope to be able to limit the negative
consequences to the $7.1 trillion transatlantic economic
relationship that is so vital to our respective citizens, companies,
and governments. Data flows are essential not just to tech
companies—but to businesses of all sizes in every sector. As our
economies continue their post-COVID-19 recovery, it is critical
that companies—including the 5,300+ current Privacy Shield
participants—be able to transfer data without interruption,
consistent with the strong protections offered by Privacy
Shield.”

The United States participated actively in the case with the aim
of providing the court with a full understanding of U.S. national
security data access laws and practices and how such measures
meet, and in most cases exceed, the rules governing such access

in foreign jurisdictions, including in Europe.

The Department of Commerce will continue to administer the
Privacy Shield program, including processing submissions for
self-certification and re-certification to the Privacy Shield
Frameworks and maintaining the Privacy Shield List. Today’s
decision does not relieve participating organizations of their

Privacy Shield obligations.
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Update on the Privacy Shield Framework:[10]

On July 16, 2020, the European Court of Justice issued a
judgment declaring invalid the European Commission’s
Decision 2016/1250/EC of July 12, 2016 on the adequacy of the
EU-U.S. Privacy Shield Framework. We continue to expect
companies to comply with their ongoing obligations with
respect to transfers made under the Privacy Shield Framework.
We also encourage companies to continue to follow robust
privacy principles, such as those underlying the Privacy Shield
Framework, and to review their privacy policies to ensure they
describe their privacy practices accurately, including with regard

to international data transfers. Updated on July 21st, 2020.
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Joint Press Statement from European Commissioner for
Justice Didier Reynders and U.S. Secretary of Commerce
Wilbur Ross[11]

The U.S. Department of Commerce and the European
Commission have initiated discussions to evaluate the potential
for an enhanced EU-U.S. Privacy Shield framework to comply
with the 16 July judgement of the Court of Justice of the
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European Union in the Schrems II case. This judgement
declared that this framework is no longer a valid mechanism to
transfer personal data from the European Union to the United

States.

The European Union and the United States recognise the vital
importance of data protection and the significance of
cross-border data transfers to our citizens and economies. We
share a commitment to privacy and the rule of law, and further
deepening of our economic relationship, and have collaborated

on these matters for several decades.

As we face new challenges together, including the recovery of
the global economy after the COVID-19 pandemic, our
partnership will strengthen data protection and promote greater
prosperity for our nearly 800 million citizens on both sides of

the Atlantic.
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Joint Industry Letter on Schrems II Case Ruling[12]

Dear European Commissioner Reynders, Secretary Ross, and

European Data Protection Board Chairwoman Dr. Jelinek:

As representatives of the global business community, we write
regarding the 16 July ruling of the Court of Justice of the
European Union in the so-called “Schrems II”” case (C-311/18),
which invalidated the EU-U.S. Privacy Shield agreement as a
mechanism to transfer data between the European Union and the
United States. We welcome the Court’s upholding of Standard
Contractual Clauses (SCCs) as a valid transfer mechanism. We
encourage the U.S. and EU governments to work together to
ensure that companies can fully and safely rely on data transfer
mechanisms, to ensure the long-term viability of SCCs in order
to avoid legal uncertainty and economic harm, in full respect of

the Court’s judgement and fundamental rights.

Cross-border data flows between the U.S. and Europe are the
largest in the world and are fundamental to the largest trading
relationship in the world, valued at approximately 1.3 trillion
U.S. dollars annually. Transatlantic data flows account for over
one-half of Europe’s data flows and about half of U.S. data
flows. The EU-U.S. Privacy Shield and SCCs are both important
mechanisms for international business operations, allowing
firms around the world to provide robust assurances on the
protection of personal information and enabling the transparent
and necessary movement of data seamlessly across borders. The
invalidation of Privacy Shield has disrupted these transatlantic
data flows, that are central to enabling the

U.S. and European economies, and has created legal uncertainty
for the more than 5,300 signatories to the EU-U.S. Privacy
Shield agreement. Such disruption must be avoided in order to
minimize any negative economic consequences, particularly in
the wake of the COVID-19 crisis and the economic recovery in
both Europe and the U.S.

Virtually all industries conducting transatlantic business will be
affected by the ruling — especially small and medium-sized
enterprises (SMEs), start-ups, and scale-ups. The below
signatories and their member companies take their legal
commitments to protect the privacy of citizens very seriously
when transferring data between the U.S. and Europe. It is
important for companies, both large and small, operating in the
U.S. and in Europe, to have an instrument that provides durable

legal certainty.
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We urge policymakers and government stakeholders on both
sides of the Atlantic to begin immediate negotiations on a
successor agreement that provides a solid legal framework to
avoid trade disruptions to EU-U.S. data flows. The EU-U.S.
trade relationship is undeniably one of the most critical in the
world, and digital services and products are a key underpinning
of that relationship. It is crucial for Europe and the U.S. to
swiftly negotiate a durable successor agreement to the EU-U.S.
Privacy Shield that protects privacy and avoids trade disruptions
by enabling seamless transatlantic data flows consistent with

fundamental rights.

It is also important that EU data protection authorities provide
guidance for companies that were using Privacy Shield to
transfer data to allow them to continue business operations until
a successor agreement is reached. This should also include a
reasonable enforcement moratorium. We urge EU and U.S.
officials to provide swift guidance for signatories of Privacy
Shield to enable continued business operations and to ensure
that consumers will continue to benefit from their products and

services, as well as the privacy protections on which they rely.

We thank you for your attention, and we stand ready to work
with governments, the business community, and civil society to
develop a policy framework that both protects citizens’ personal

data and supports the innovation and free flow of data.

Sincerely,

American Chamber of Commerce to the European Union
American Chamber of Commerce to Ireland

ACT | The App Association Allied For Startups
bitkom

Business Roundtable

Computer & Communications Industry Association
Developers Alliance

France Digitale

Ibec

Information Technology Industry Council (ITT)
National Association of Manufacturers

SITA

SMEunited techUK

U.S. Chamber of Commerce

United States Council for International Business
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