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A Multipath Approach for Fast Re-routing in OLSR
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Abstract Mobile Ad-hoc Networks (MANET) are self-organized networks where independent mobile nodes (MN)
organize themselves in an autonomous manner to form a communication network. Maintaining connectivity is the main
challenge as links, due to mobility and interference, break quite frequently. After the link break, end-to-end routes have to be
re-constructed. As the MANET routing protocols are mainly single path protocols, the route re-construction process takes a
long time and the success in finding a route heavily depends on the protocols’ performance and the network topology. In this
paper, we investigate a multipath construction scheme on the proactive Optimized Link State Routing Protocols (OLSR) in
order to reduce the route reconstruction latency. We make end-to-end link-disjoint multipath in an on-demand basis. Once the
main OLSR path breaks, session is instantly switched to the backup path. This reduces the route re-construction latency to a
great extent. Besides, constructing the multipaths only after a demand from particular applications and around the base OLSR
single path greatly reduce the control overhead and frees up network resources.
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1. Introduction

Mobile Ad-hoc Network (MANET) is a potential
technology to increase the capacity and coverage of any
conventional network. Due to advancement in mobile
wireless technologies like cellular and WLANSs, mobile
networking is becoming a standard. A wide range of
services are being provided in mobile wireless
environment. However, mobile wireless infrastructure is
also expensive to build and difficult to plan. Coverage is
still a problem and in many of the congested areas,
wireless resources allocated to the operators proved
insufficient to cover all the users during the peak hours.
MANET can play an important role in the places where

access points (AP) or base stations (BS) are either absent

or unavailable for services. By employing its self-
organizing and multi-hop characteristics, communication
within a locality or connecting to a far away AP/BS can
be realized in a cost effective manner.

Topology management and routing are the main
challenges towards the realization of fully autonomous
carrier-grade MANET. Mobility and usage of unlicensed
spectrum which is prone to interference and noises change
MANET topology frequently. Routing protocols have to
be fast and robust enough to cope with the frequent
topology changes in MANET.

. Numerous researches have been carried out on routing
in MANET. As a result, we have mainly two kinds of
routing protocols for data transmission in MANET,
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namely, Reactive or On-demand Routing Protocols and
Proactive Routing Protocols. AODV [1], DSR [2] are
on-demand protocols. OLSR [3], TBRPF [4] are proactive
protocols. On-demand routing protocols do not hold any
routing table and search for routes only when it is
necessary, e.g., when a node has some data to send. On
the other hand, proactive routing protocols periodically
exchange routing and topology information and keep an
up-to-date routing table in each node.

The above mentioned protocols, both on-demand and
proactive, are single path routing protocols. Basically, the
on-demand ones, when searching for a route, search for
one route to the destinations. The proactive ones keep a
single route record for every reachable destination in the
network. This single path approach inherently slow in
response to frequent topology and the resulting route
changes in MANET. A new route search has to be
performed after a route break is detected which usually
takes long time. During this re-routing process, high
packet loss is observed which cannot be ignored when
considering real time and streaming type applications.

In this paper, we consider multipath approach to cope
with the long re-routing latency problem. We investigate
the potential of multipath techniques on the Optimized
Link State Routing Protocol (OLSR) [3]. Our main
objective is path redundancy where primary routes and
backup routes are maintained in the routing table and
instant route switching is implemented as soon as the
primary path fails. Besides, we also consider the control
signal overhead in such proactive protocols and propose
our multipath scheme as an on-demand extension on the
basic proactive protocol.

The rest of the paper is organized as follows. Section 2
gives a brief introduction of the related works. Section 3
describes the basics of OLSR. Section 4 discusses the
Route Change Latency (RCL) in MANET. Section 5
introduces our multipath scheme. Section 6 gives an
evaluation of our scheme and Section 7 concludes this

paper.

2. Related Works
Multipath  approaches have been
intensively in the context of On-demand Routing

investigated

Protocols. Examples of such techniques are AOMDV [5],
AODV-BR [6] and MP-DSR [7]. However, Multipath
approach on Proactive Routing Protocols is a little
addressed field. This is due to the fact that Proactive
Protocols, presumably hold the current and complete or

near-complete topology of the network. Hence, it is
possible to find out an alternative path quite easily once a
route break is detected. We argue that, the validity of
Proactive Protocols information heavily depends on the
pre-defined control message exchange interval and the
completeness on the scale of the network. Longer routing
message exchange interval makes it quite reactive in
detecting topology changes. And the larger the networks
get, the incomplete the topology information becomes.
Hence, it is not an easy task to build and maintain
end-to-end multipaths on the Proactive Routing Protocols.

[8] proposes a multipath technique on OLSR to support
QoS in MANET. When the OLSR single path cannot
provide the bandwidth requirement of an application,
multipath is built to distribute loads over multiple paths.
The proposal in [8] considers interference among the
paths and makes paths with least interference among them.
However, [8] does not explain the complete and detailed
mechanism on how multiple paths are built and
maintained.

[9] proposes a Multipath_OLSR to avoid congestion in
MANET. They build multipath based on the multiple
topology entries. In order to avoid common nodes among
the paths, [9] proposes source routing. At the same time,
the whole route information is maintained in the routing
table. While sending packets, the whole route is copied in
the IP header and packets are source routed. This violates
the distributed routing principle of OLSR. Besides, source
routing increases the IP header size to multiple times and
consumes network bandwidth. They occupy more spaces
in the queue and prone to create congestion themselves.

3. The Optimize Link State Routing Protocol
(OLSR)

Optimized Link State Routing Protocol (OLSR) [3] is a
proactive routing protocol designed for intra-MANET
communication. It reduces the control signal overhead
observed in conventional link state protocols by limiting
flooding to specially selected nodes. We explain the
relevant of OLSR here.

Control Messages: OLSR uses two kinds of control
messages- HELLO and Topology Control (TC) message.
HELLO is used for link sensing to the neighbors. An
OLSR node broadcasts HELLO messages every two
second by default. The HELLO message includes the ID
of the transmitting node and the neighbor set of the node.
2-hop Neighbor Set: OLSR holds a 2-hop neighbor set
among its information repositories. It includes all the
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2-hop neighbors of a node and the intermediate one hop

neighbors to each of them.
onehop  2-hop

neighbor  neighbor
®) S— X—>B

§S— A—B

@ S—Z—B
Network topology til 2-hops 2-hop neighbor setat S
Fig 1: 2-hop Neighbor set

Fig 1 shows the graphic and the data structure of OLSR

2-hop Neighbor Set. Node S includes X, A and Z as the
one-hop neighbors through which 2-hop neighbor B could
be reached.
MPR_Selection: A node running OLSR selects the
minimum number of one-hop neighbors through which all
its 2-hop neighbors could be reached. In Fig 2, the black
nodes are enough to cover all the 2-hop neighbors of
node S. The set of these one-hop neighbors are called
Multi-Point Relay (MPR) set. A node selecting another
node as its MPR is called the MPR Selector (MS) of the
MPR.

In OLSR, only MPRs generate and forward Topology

Control (TC) message. A TC message includes the address
of the originator and links to its MS at minimum. This
restricted generation and forwarding of routing control
messages greatly reduces the flooding overhead found in
other conventional link state routing protocols.
Routing Table Calculation: A node running OLSR
calculates its routing table in a recursive way based on its
one-hop neighbor set and the topology set. OLSR keeps
one record for each reachable destination in the network.
Partial of broken routes are not recorded. OLSR performs
hop by hop routing. Therefore, only the next hop and the
hop number are recorded to reach a destination.

At first, all the one-hop neighbors are inserted in the
routing table. In this case, the next hop to these one-hop

Fig 2: Selection of MPR
neighbors are the one-hop neighbors themselves. After

that, entries in the topology set which originator
addresses equal the destination entry in the routing table
are inserted where the destination is the advertised MS
address. The next hops of these new destinations are the
same as the next hop of the routing entries which
destinations equaled the originator address of the
topology entry. The hop number is incremented by one.
Routing Table Update: In OLSR, the routing table is
recalculated every time there is a change in any of the
Neighbor set, 2-hop Neighbor set or the Topology set.

Once a link to a MPR is broken, after selecting a new
MPR, a node may instantly send a HELLO to inform the
new MPR. Besides, instant TC may also be diffused in the
network in order to inform the network about a link break
or addition in the network.

4. Route Change Latency (RCL)
Route Change Latency (RCL) in mobile wireless
environment can be divided into two main phase as shown

below
RCL = dllnk_break_det ection + dnew_raute - (l)
d link _break_detecion 1S the time necessary to detect a

link break. In OLSR [3], the standard is 3 X HELLO
transmission interval that is 6 seconds. As an option, the
corresponding MPR, detecting a link break can broadcast
a TC message about this link break. Although it takes few
seconds to detect a link break from the Network Layer, it

is possible to reduce d,i"k_b,eak_mecﬁm greatly by

employing Link or Physical Layer triggering.

After the link break detection, the corresponding node
selects a new MPR and informs it by a HELLO message.
The node can instantly generate such HELLO message
instead of waiting for the periodic one. On receiving this
HELLO message, the new MPR can send an instant TC
message informing the topology around it [10].

Besides, as soon as a link break is detected at a node,
the node recalculates its routing table. Please note that,
the corresponding node, may find a new route by using
the information in the topology set it already has in this
process of routing table recalculation. But we consider
the worst case where a route to the destination of the
on-going session may not be available from the topology
information. The node has to wait until a route could be

built by the TCs received later. Therefore, d

new _ route
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becomes to,

d =d -——2)

The value of (2) ranges from few milliseconds to few

new _ route mpr _selection + dTC _arrival ~

seconds depending on the topology information.

5. Our Scheme: Multipath on OLSR

In this section, we present a simple multipath
construction method on OLSR. We intend not to change
any of the OLSR specifications and external data
structure. The multipath constructed here is partially
link-disjoint multipath, shortest and having an equal
length and share only one link in the worst case.

5.1 Node-disjoint Multipath within 2 hops

As described in Section 3, OLSR maintains an
up-to-date 2-hop neighbor table. The 2-hop neighbor table
holds the information of connectivity within the 2-hop
neighborhood of a node (Fig 1). When there are multiple
one-hop neighbors covering the same 2-hop neighbor, it is
possible to construct node-disjoint multipath till the
2-hop neighbor.

Explaining it using Fig 4, the dotted line which
represents symmetric links but not reflected in the routing
table will be utilized to build multipath till the 2-hop
neighbors.

5.2 End-to-end link-disjoint Multipath

In order to build end-to-end multipaths, we connect the
2-hop node-disjoint multipaths described above from the
source to the destination. This will result into end-to-end
link-disjoint multipaths where the nodes at every 2-hop
distance are shared by the paths. We explain the details of
our scheme in the following subsections.

5.3 On-demand Multipath Construction

In order to restrict control signal overhead, we
construct our multipath on an on-demand basis.
Constructing and maintaining disjoint multipaths will
increase the control overhead already serious enough in
case of proactive protocols. We, by principle, construct
multipath only when it is necessary, for real time
applications, where shorter route re-construction latency
is desired. Otherwise, OLSR behaves in its original single

path mode.

| src l dst |next hopl msg_type |num_mpath|

Intermediate
n

Fig 3: Multipath_REQ/REP message

When an application requires multipath to a particular

destination, the routing module, based on the already
existing OLSR routing table, unicasts a Multipath_REQ
message to the destination. As shown in Fig 3, the
Mutlipath_REQ message includes source (src), destination
(dst), message type (msg_type) and number of multipath
(num_mpath) to be constructed in its header.

Each node on the OLSR path between the source and
the destination, appends its own address at the tail of the
message and forwards it to the next hop. Forwarding of
this message is performed by OLSR at each node.

When the Multipath_REQ message arrives at the
destination, it has all the intermediate nodes between
source and destination in the upstream order. The
destination changes msg_type to Multipath_REP, reverses
the src and dst and unicasts the Multipath_REP back to
the source.

— base OLSR route
~~~~~~~~~~~~~~~~ » backup route construction

& ,
- : - Ay ¢ == @

Fig 4: Constructing end-to-end link-disjoint multipath

— — —> Multipath_REQ
—— Multipath_REP

The Multipath_REP message will traverse the same
path as the Multipath_REQ message. Each node now, on
receiving the Multipath_REQ message, checks its position
on the route by looking at the addresses at the tail of the
message. Nodes at a position of 2N (N is a natural
number) hop distance from the destination (or source) are
responsible to make a node-disjoint multipath to its 2-hop
neighbor towards the destination (or source). As described
in 5.1, the 2-hop neighbor table is used for this purpose.

As shown in Fig 4, node A, B and C are the
intermediate nodes on the OLSR route between source S
and destination D. After receiving the Multipath_REQ
message, A, B and C append their addresses at the end of
their received message and forward it to the next node
en-route to the destination D. Destination D, upon
receiving the message, change the message type to
Multipath_REP, reverses the src and dst and unicasts it
towards S.
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C receives the message and checks its position on the
route by checking the address order and finds itself only
one-hop away from the destination D. Without doing
anything, it forwards the Multipath_REP to B. B finds its
position as 2-hop away from D. B checks its 2-hop
neighbor table and sees if any one-hop neighbors are
available other than C. In this case, B finds Y and
includes it as the secondary next hop entry for the
destination D in its routing table.

A forwards packet without doing anything and S finds

itself at a distance of 4 hops (2X2) from the destination D.

S also finds out B as its next 2 hop neighbor to the
destination D. Following this, S consults its 2-hop
neighbor table and finds X beside A which also covers B.
The same as it was the case for B, S includes X as its
secondary next hop for the destination D in its routing
table.

As mentioned before, the src indicates its desired
number of multipaths in the Multipath_REQ message. If
any node fails to meet the number, it replaces the
num_mpath value with the number of multipath it can
make. If it cannot make any multipath, the num_mpath
value in the Multipath_REQ is replaced by 1 which
indicates the base OLSR single path. The source, upon
receiving the Multipath_REP, checks the value of
num_mpath field. It’s completely upon the source to
decide whether to adapt the present path with a different
multipath value against what it had desired.

5.4 Route Change Policy

Our primary objective is to reduce Route Change
latency. Therefore, as soon as a link break is detected,
route is instantly switched to the secondary route. To
make the link break detection phase faster, lower layer
detection schemes could also be employed in addition to
our scheme.

When the primary route fails and the secondary route is
employed, the status is changed to primary. OLSR itself
starts constructing a new route as its route has broken.
This new OLSR route is inserted in the routing table as a
secondary route if it is not identical to the route in use. If
OLSR finds the same route that is in use now, the
Multipath_REQ/REP message is used to
multipath around the present route as explained in section

construct

5.3. It is also possible to periodically transmit the
Mutipath_REQ over a desired route to maintain the
integrity throughout the lifetime of the ongoing
application session. After the application session is over,

all multipath information is removed from the routing

table and the nodes follow the normal OLSR single path
principle.

6. Evaluation
In this section, we present a qualitative evaluation in
order to estimate the reduction in Route Change Latency
(RCL),
multipath and other features of our proposed scheme.
6.1 Reduction in Route Change Latency (RCL)
The outline of RCL has been presented by relation (1)

overhead in constructing and maintaining

and (2) in details in section 4. The link break detection

d

link_break _detection Phase is outside the scope of this

paper. Our objective is to reduce the time necessary to

find a new route, d new_ route

d

new_route ©an range from a few milliseconds in the

best case to a few seconds in the worst case. As our
scheme keeps a backup route throughout the lifetime of a
session, instant re-routing becomes possible. As soon as a
link break is detected, the backup route is employed to
carry data from then onward. By such instant route

switching, it becomes possible to reduce d"ew route 1O @5

low as zero.

While using such multipath techniques, the RCL
completely depends on the length of the link break
detection scheme. A fast link break detection [11], used in
conjunction with our multipath scheme can reduce the
total RCL to as low as a few milliseconds.

feasibility [%]
3 8 8

83 8 8 8 8

700 800 800 1000 1100 1200 1300 1400 1500
area [sq. meter]

Fig 5: Percentage of the source-destination pairs covered
in our scheme
6.2 Control Overhead
Unlike other multipath schemes on OLSR, our multipath
is an on-demand extension. The multipath scheme
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explained in Section 5 is used only when such kind of
extensive service is necessary for a particular application.
Such applications could be VoIP, streaming video etc. as
such applications are not tolerant to long RCL values.

By constructing multipath after the demand from a few
applications, the control overhead is restricted to a great
deal as the best effort (BE) applications are supported by
the OLSR single paths. Thus, the number of Multipath
REQ/REP messages are proportional to the number of
applications and number of route breaks.

Besides, we employ the route determined by base OLSR

as our primary route and construct the multipath around it.

The Multipath_REQ/REP messages are unicast messages
that travel only on the OLSR single path between the
source—destination pair. In this way, we reduce the
generation of multipath control messages to the extreme
locality and the rest of the network is kept unaware.

6.3 Local Route Reconstruction

In our scheme, every 2 hop nodes are shared among the
paths. This in turn means that, paths within two 2-hop
neighbors are independent on the end-to-end paths.
Therefore, when a link is broken, the nearest common
node switches the route to its backup path and the rest of
the route remains intact.

6.4 Feasibility

Feasibility is an important factor while constructing
link-disjoint multipaths. By feasibility, we mean the
probability of being able to make such paths in an
end-to-end manner. In other words, in an arbitrary
topology, how many of the source-destination pairs could
be supported by our proposed scheme comparing to the
total number of multipaths possible in the network.

Our investigation shows that the feasibility depends on
the node density. When the node density is higher which
increases the number of one-hop neighbors to reach any
2-hop neighbor, the feasibility performance of our scheme
converges to the total number of multipath. When 25
nodes are randomly placed on a 750 square meter plane
and using 802.11 radio specifications, we found that it is
possible to support any source-destination pair by our
multipath scheme. The result of our investigation is
shown in Fig 5.

7. Summary and Future Works

In this paper, we have proposed a novel link-disjoint
multipath scheme for robust routing in MANET. Our
scheme is based on proactive routing protocols OLSR.
The proposed scheme is used to reduce Route Change

Latency (RCL) and have the potential to reduce RCL to as
low as zero.

We propose our scheme in an on-demand manner where
the multipaths are constructed and used only when an

application requires such services. Besides, by

constructing the multipaths around the OLSR ‘single path,
we restrict the multipath control along the OLSR single
path. The on-demand multipath construction based on the
already available OLSR single path significantly reduces
the control overhead.

Our future works include detailed simulation of our
proposal and comparison with the existing multipath
schemes.
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