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The Reality of Threat Research and Challenges

Bakuei Matsukawa'!

Abstract: In recent years, the use of "Threat Intelligence" for a measure against cyber-attack has attracted attention. In order to
sublimate data and information to intelligence, it is essential to collect good quality of data together and conducting “Threat
Research”, which is an active research activity on cyber-threats needed to be addressed. What is the things actually done at the site
of the threat research? What is the difference with the similar concepts such as incident handling and investigation? In this
lecture, actual examples of the threat research will be introduced to discuss issues and future outlook of threat research from the
stand point of threat researcher of information security company.

Keywords: Threat Research, Threat Intelligence, Cyber Security

1 MLy RvA 7 aklatt

Trend Micro Incorporated.

(©2018 Information Processing Society of Japan 1





